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License Information

This work is licensed under the
Creative Commons BY-NC
License

To view a copy of the license, visit:
http://creativecommons.org/licenses/by-nc/3.0/legalcode
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Disclaimer

We disclaim any warranties or representations as
to the accuracy or completeness of this material.

Materials are provided “as is” without warranty of
any kind, either express or implied, including
without limitation, warranties of merchantability,

fitness for a particular purpose, and non-
infringement.

Under no circumstances shall we be liable for any
loss, damage, liability or expense incurred or
suffered which is claimed to have resulted from
use of this material.
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Goal

— The lecture aims at introducing the concept
of System from a hierarchical perspective

— The concept of Processing Element (PE) is
then introduced

— Each PE is then presented in terms of
DataPath & Control Unit

— An extensive presentation of the most widely
used taxonomies for digital systems
concludes the lecture.
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Prerequisites
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Homework

Lecture 0_4.1 - Slide 6 Rel. 03.03.2019 © Prinetto - 2019




Further readings

« Students interested in making a reference to a text
book on the arguments covered in this lecture can
refer, for instance, to:

— G. Conte, A. Mazzeo,
N. Mazzocca, P. Prinetto:
“Architettura dei
calcolatori”,
Citta Studi, 2015
(Chapter 1:
Classificazioni e
Concetti base)
(In Italian)
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System

An entity that
interacts with other
entities, i.e., other
systems, including
hardware, software,
humans, and the
physical world with
its natural
phenomena




System

These other systems _
are the environment An entity that

of the given system interacts with other
entities, i.e., other

systems, including
hardware, software,
humans, and the
physical world with
its natural
phenomena




The service
delivered
by a system

(in its role as a provider)
is its behavior as it is
perceived by its user(s);
a user is another
system that receives
service from the
provider




Correct service

Correct service is
delivered when the
service implements
the system function







Abstraction

An abstraction is a
simplified model of the
system, showing only the
selected features and
ignoring the associated
details




Top-down vs. Bottom-up
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From High to Low
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Functional
Property

A property that specifies:

« the inputs (stimuli) to
the system

« the outputs (responses)
from the system

 the behavioral
relationships between
them




Non-Functional
Property

An attribute or a
constraint on the
system




Attribute

A performance
specification or a
specific quality of the
system




A taxonomy of system properties



A taxonomy of system properties



Dependability

Property of a system
that allows reliance to
be placed justifiably
on service it delivers




Dependability

The ability to deliver
service that can
justifiably be trusted




Dependability

The quality of the
“delivered service”
such that “reliance”
can justifiably be
placed on this
service.




Parameter
temperature
operation time
humidity

tolerated field
failure rates

documentation

supply

Consumer
0°C - 40°C
1-3 years
low

<10%

Industrial

-10°C > 70°C

5-10 years

environment

<<1%

conditional

up to 5 years

Automotive
-40°C > 85/155°C
up to 15 years
0% up to 100%

zero failure

true

up to 30 years




Parameter
temperature

operation time

humidity

tolerated field
ailure rates

documentation

supply

Consumer
0°C = 40°C
1-3 years

low

Industrial
-10°C > 70°C
5-10 years

environment

conditional

up to 5 years

Automotive
-40°C > 85/155°C
up to 15 years
0% up to 100%

zero failure

true

up to 30 years




Safety

The condition of
being protected from
or unlikely to cause
danger, risk, or injury




Security

The state of being
free from danger or
threat




Security

It provides
“a form of protection
where a separation is
created between the
assets and the threat”




Computer security

> Measures and controls that ensure
confidentiality, integrity, and availability of
information system assets including hardware,
software, firmware, and information being
processed, stored, and communicated

[ The NIST Internal/Interagency Report NISTIR 7298
- Glossary of Key Information Security Terms, May 2013
(NIST = U.S. National Institute of Standards and Technology)]



The Representation Matrix
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Interconnection Sub-system



Processing Elements
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Data & Control

. Signals
. Functional units
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